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Privacy Policy 
 
 

 

Dear Guest, 
 

As Ákvárium Klub Szolgáltató Korlátolt Felelősségű Társaság, we provide our services through 

the cooperation of Akvárium Gasztro Vendéglátó Korlátolt Felelősségű Társaság and Akvárium 

TV Korlátolt Felelősségű Társaság (hereinafter collectively as: Akvárium) and through the 

present Policy, we wish to present a concise summary of data protection and data processing 

principles in order to transparently and clearly present how and to what extent we come into 

contact with our personal data. 
 

I        Short summary of legal terms 

In order to clearly understand one another, we shall include an explanation of our key 

terms: 
 

1.   Natural Person: A living individual who is entitled to personality rights – such as the 

right of protection of his or her personal data; 

(Read no further if you are a legal entity – e.g. Ltd. or general partnership.) 

2.   Data Subject: any natural person who can be identified, directly or indirectly, 

via personal data (Such as you) 

3.  Personal Data: any information that relates to an identified or identifiable natural 

person (“data subject”); natural persons can be identified directly, or indirectly, via an 

identifier such as a name, number, location data, online identifier or via factors 

specific to the person’s physical, physiological, genetic, mental, economic, cultural or 

social identity; 

(We are currently discussing the handling of said information) 

4.   Controller: the natural or legal person, public authority, agency or other body which, 

alone or jointly with others, determines the purposes and means of the processing of 

personal data; where the purposes and means of such processing are determined by 

Union or Member State law, the controller or the specific criteria for its nomination 

may be provided for by Union or Member State law; (This refers to us and in some 

cases, to our event organizing partners) 

5.   Data Processing: any operation or set of operations which are performed on personal 

data or on sets of personal data, whether or not by automated means, such as 

collection, recording, organization, structuring, storage, adaptation or alteration, 

retrieval, consultation, use, disclosure by transmission, dissemination or otherwise 

making available, alignment or combination, restriction, erasure or destruction; 

(We carry out some of these on your data) 

6.   Processor: a natural or legal person, public authority, agency or other body which 

processes personal data on behalf of the Controller; 
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(E.g. our accountant and contractual partner responsible for live streaming) 

7.   Data Forwarding: disclosure of personal data to individually determined third parties; 

8.   Data Publication: disclosure of personal data to any and all parties; 

9.   Data Erasure: rendering personal data anonymous in such a way that the data subject 

is not or no longer identifiable; 

10. Data Destruction: total physical destruction of the data carrier containing the data; 

11.Data Process: the performance of technical tasks related to data processing 

operations, regardless of the methods or means employed or of the place of 

application, provided that such technical tasks are performed on the data. 

(This is performed by our partners for, for example, who operate our website and do 

the accounting of our invoices) 

12. Restriction of Processing: the marking of stored personal data with the aim of limiting 

their processing in the future; 

(In this case, we can only store data of restricted access without any further 

processing. You have the right to obtain the restriction of processing when contesting 

the accuracy of your personal data, if the processing is unlawful or we no longer need 

the personal data for the purposes of the processing, yet you require for the 

establishment, exercise or defense of legal claims. When you object to the processing, 

the restriction of processing can also apply for the period during which the legitimate 

grounds of your restriction is established.) 

13. Consent: freely given, specific, informed and unambiguous indication of the data 

subject’s wishes by which he or she, by a statement or by a clear affirmative action, 

signifies agreement to the processing of personal data relating to him or her; 

(We require such consent from you, e.g. to make recordings and take photographs at 

our events and provide live broadcasts of such events) 

14. Objection: a statement of the data subject in which they object to the processing of 

their personal information and request the termination of the processing and the 

deletion of the data; 

15. Third Party: a natural or legal person, public authority, agency or body other than the 

data subject, controller or processor; 

16. Third Country: all non-EEA countries (European Union member states, as well as 

Iceland, Norway and Lichtenstein); 

17. Profiling: any form of automated processing of personal data consisting of the use of 

personal data to evaluate certain personal aspects relating to a natural person, in 

particular to analyze or predict aspects concerning said natural person’s performance 

at work, economic situation, health, personal preferences, interests, reliability, 

behavior, location or movements; 

(we do not do such things with your data)
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18. Pseudonymisation: the processing of personal data in such a manner that the 

personal data can no longer be attributed to a specific data subject without the use of 

additional information, provided that such additional information is kept separately 

and is subject to technical and organizational measures to ensure that the personal 

data are not attributed to an identified or identifiable natural person; 

19. Personal Data Breach: a breach of security leading to the accidental or unlawful 

destruction, loss, alteration, unauthorized disclosure of, or access to, personal data 

transmitted, stored or otherwise processed; 

20. Biometric Data: personal data resulting from specific technical processing relating to 

the physical, physiological or behavioral characteristics of a natural person, which 

allow or confirm the unique identification of said natural person (such as facial images 

or fingerprints); 

Additional terms: 
 

Live streaming: Live streaming or live internet broadcasting is a type of streaming 

media, indicative of the live broadcasting of multimedia content over the internet. 
 
 

 

II          Data Processing Points 
 

 
1.   Website 

You can freely view the Akvárium website at anytime without providing any personal data, 

which provides further information on our services. As all websites, the akvariumklub.hu site 

uses cookies. Cookies are text files. Devices download such cookies when visiting the website. 
 

Cookies have a wide range of applications, allowing one to effectively browse the website, 

remembering user settings and generally improving the user experience. They also help 

ensure that the advertisements viewed online better suit the user’s interests. More general 

information on cookies is available through the following websites: www.allaboutcookies.org      

or www.youronlinechoices.eu. 
 

Cookies essential for operation: These cookies are necessary for the operation of the website 

and cannot be switched off in our systems. These are usually only set for activities that can be 

interpreted as a request for a service, such as the adjustment of your privacy settings, login or 

the completion of forms. You can adjust the settings of your browser to reject or warn you of 

such cookies, yet in this case, some parts of the website will not be available. Such cookies 

contain no information suitable for personal identification. 
 

Performance cookies: These cookies allow us to calculate site visits and sources of traffic, in 

order to measure and boost the performance of our website. They help us identify the most 

or least popular parts of the website and how visitors move through the site. The data 

collected by these cookies is aggregate and anonymous. If you don’t authorize the use of 

cookies, we won’t know when you visit our site and monitor the performance of the website. 

Detailed information on Google Analytics cookies is available here: 

https://developers.google.com/analytics/devguides/collection/analyticsjs/cookie-usage 
 

Functional cookies: These cookies allow us to provide enhanced, customized functions. The 

cookies are created by us or external service providers whose services are used by the 

http://www.allaboutcookies.org/
http://www.youronlinechoices.eu/
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website. If you do not authorize such cookies, some or all or the services or functions will be 

unavailable. 
 

Marketing cookies: These cookies are created by our partners who advertise through the 

website.  These cookies allow such companies to create a profile of your interests and provide 

you with more relevant advertisements on other websites. They contain no information 

suitable for personal identification, yet are based on the individual identification of your 

browser and device. If you do not authorize such cookies, you will experience advertisements 

that are less suited to your interests. 
 
 

 

2.   Ticket Purchases 
 

 

2.1.       Online ticket purchases 

Should you wish to purchase tickets through our website for our events, you must follow the 

steps under the ticket purchase menu and provide certain personal data in order for us to 

electronically dispatch your ticket and in order for us to make out an invoice or receipt in 

observance of accounting rules. To this end, we require you to provide your e-mail address, 

invoicing name and address, as the requirements for a purchase. Your invoicing data will 

solely be designated on the invoices we made up, in observance of our legal obligations, kept 

and stored for a period of eight years. Your name and e-mail address is solely stored for the 

purpose of notifying you of the possible cancellation of the event or other important 

circumstances related to the event until the conclusion of said event, after which they are 

promptly erased from our records. 
 

Our data processor partner in the sale of tickets is Netpositive Számítástechnikai Szolgáltató 
és Kereskedelmi Kft. (company registration number: 13-09-104997, 2021 Tahitótfalu, Pataksor 
utca 48., info@netpositive.hu) who also encounters the information you provide by carrying 
out the physical and operational level operation of our ticketing system, yet is not authorized 
to process said data. 
The customer hereby acknowledges that their following personal data stored in the user 
database of www.akvariumklub.hu will be transferred by Akvárium Klub Üzemeltető Kft. 
(1051 Budapest, Erzsébet tér 12.) as Controller to OTP Mobil Kft., as Processor. The 
transmitted data includes the following: name, e-mail address, invoicing information. The 
nature and purpose of the data processing carried out by the Processor are listed in the 
SimplePay Privacy Policy, available through the following link: http://simplepay.hu/vasarlo- 
aff

mailto:info@netpositive.hu
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2.2.       Ticket purchases through our ticket office 

Should you choose not to share the above-listed information with us, yet still wish to attend 

our events, you have the option of purchasing tickets in person, or possibly through your 

authorized representative. In order to do so, all you have to do is visit our Ticket office during 

the opening hours listed on our website. 
 

At the Ticket office, you can also purchase tickets for events offered by other operators, 

outside of Akvárium’s premises and field of operations, for which Akvárium only requests 

information to make out an invoice, which is stored for a period of 8 years in the observance 

of our legal obligations of certification. 
 

Said invoicing data will be transmitted to our data processors for the sake of invoicing 

(accountancy partner and Számlázz.hu – KBOSS.hu Kft. company registration number: 01-09-

303201, headquarters: 1031 Budapest, Záhony utca 7., info@szamlazz.hu). 
 

We kindly inform you that the organizer of the event may also process your personal 

information in other means and we kindly ask you to seek out the related information on such 

measures through the website of the operator in question. This is assisted in all cases by 

designating the event organizer’s name on your ticket. 
 
 

 

3.   Newsletter 

Akvárium operates a newsletter service tied to registration for the purpose of notifying you of 

our events in time, so you would never have to be confronted with a “sold out” sign.  If you 

decide to register for our newsletter, you have to share some personal data as we can only 

provide the service with the use of said data. The data required for this include your full name 

and e-mail address, which are handled with your express consent. We forward newsletters to 

you through the international “Mailchimp” newsletter system which, as a company registered 

in a foreign country, also requires your consent for forwarding your data to third country data 

controllers. You can unsubscribe from our newsletter at any time by clicking on the 

“Unsubscribe” link/caption, which simultaneously erases your data stored in the system. 
 
 

 

4.   Audio and visual recordings, photographs 
 

 

4.1       Akvárium Tv 

We hereby inform you that audio and visual recordings can take place at any of our 

events, including events organized by our business partners. Said recordings can 

be aired live or recorded via Petőfi TV or through other channels and thus made 

available to a wider audience by publishing said recordings. The purpose of this is 

the recording and preservation of artistic performances and the promotion of 

Akvárium’s services. This can include Petőfi TV broadcasting live from the 

Akvárium, therefore your image and voice may be present in the background of 

live broadcasts. Furthermore at any of our events, including events organized by 

our business partners, the representatives of the Akvárium, its business partners, 

representatives of the press or other guests may take photos or video recordings 

with the purpose of documenting and promoting the event and thus publish said 

recordings in this context. 
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The data processing described above may entail further processing via Petőfi TV or 

other television or online channels. 
 

4.2.       Live streaming 
 

 

Furthermore, we hereby inform you that audio and visual recordings can take 

place at any of our events, including events organized by our business 

partners, which may be directly published through our own social media 

platforms or those of our events, including on Facebook and Instagram. 

In said data processing, our permanent data processor is StreamOn Kft. 

email: info@streamon.hu, who is responsible for preparing the 

recordings and providing access to them, yet is not authorized to 

handle your data. 
 

 

By purchasing a ticket or entering the premises of Akvárium for one of our events offered free 

of charge, or by entering the terrace or any of other halls or foyers as an external 

guest, you give your voluntary and express consent for your voice and image to be 

featured in these recordings that are to be forwarded to third parties and published. 

This allows you to choose from quality images of professional photographers 

published on our social media pages. 
 

For more information on Akvárium TV and audio and visual recordings which might 

feature you, please refer to our Policy as well as the present document. 
 

 
5   During events 

During our events, both upon entrance and in our catering facilities or throughout the 

entire premises of the Akvárium, our staff members can ask you present documents 

for the sake of your identification in order to verify your age. This is required for the 

sake of the fulfillment of our legal obligation and in order to verify the age limit in the 

case of certain events. Our colleagues are only permitted to inspect your documents 

and cannot make any copies of them or store the data included on the documents. 

Naturally, you have the right to say no when requested to present your documents, 

however in this case, our colleagues have the right to prohibit your entry to the 

Akvárium refuse to serve you and can even call on you to vacate the Akvárium’s 

premises. 
 

Additional data processing at events may occur in the course of our operations, when data 

processing is justified by your rightful interest or that of other parties or for the subsequent 

enforcement of legal measures, such as taking down personal data for the sake of taking 

records for the receipt of lost and found items, and case reports. In these individual cases, we 

always provide additional information on the legal basis, manner and duration of the data 

processing. 
 

In the course of said data processing activities, our Processor partner is our above-mentioned 

partner, which provides our security services, Valton-Sec Kft. 
 
 

 

III         Purpose, manner and duration of data processing 

When establishing our data processing procedure, we always perform a balancing of interests 

test in order to achieve our goal of always providing our services in outstanding quality, in due 
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consideration of our legitimate interests in a way that is the easier for you, always in 

adherence of the law so you would always feel that you and your personal data entrusted to 

us are in good safety. In this context, your personal data is only processed and stored in the 

smallest possible degree necessary to achieve the above-listed objectives. 
 

On this basis, in the course of the data processing, your personal data is only processed to a 

necessary extent and for a time proportional to its legal basis. We will do the utmost to 

ensure that when employing the services of data processors they take appropriate care in 

processing your personal data in the case of tasks related to the provision of our services. 
 

In relation to the extent of the data processing, we hereby inform you that we carry out no 

profiling and do not systematize your data or divulge to others for marketing or market 

research purposes. 
 

In summary, the following applies to our data processing activities: 
 

- in fulfillment of our legal obligations, your invoicing data is stored for a period of 8 

years, along with your e-mail address until the end of the event in question, 

-     in principle, the data recorded by surveillance cameras is stored for a period of 3 
working days, 

- your data provided for newsletters are stored until your related consent is revoked 

and you unsubscribe, 

-     in principle, audio and visual recordings are stored and processed for an indeterminate 
period, 

- in the case of a legal dispute, all the related data is stored until the conclusion of the 

dispute or for the period of limitation, which may entail varying periods of time. 
 

 
IV         Request for additional information, your rights related to our data processing 

 

Should you have any further questions or comments or perhaps you’d like to file a complaint 

on our data processing practices, you can contact us at the following mail or e-mail address: 
 

1051 Budapest, Erzsébet tér 12. 

info@akvariumklub.hu 

You can request further information, or leave remarks or complaints by providing your 

contact information through which you can receive our answer. We will send you the 

requested information within 25 days of the receipt of your request or if you are practicing 

your right to object, we will respond within 15 days. 
 

You may request the rectification or erasure of your data, with the exception of data which 

must be stored for legal requirements or our legitimate interests. 
 

In the case of data processing based on your consent, you have the right to portability, i.e. the 

right to request the transmission of the data you provided to your designated recipient or the 

receipt of the data in machine-readable format or to revoke your given consent, yet this latter 

may lead to your exclusion from the use of our services. 
 

You also have the right to prohibit the processing of your personal data or request the 

restriction of the processing, the right to transmit your data to another controller and request 

not be subject to automated processing. 
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You may also be privy to the description on the angle of vision of the cameras within the 

premises of Akvárium. 
 

Additionally, you may also turn to a court of law or the Hungarian National Authority for Data 
Protection and Freedom of Information (1125 Budapest, Szilágyi Erzsébet fasor 22/C.; 
telephone: +36 1 3911400; fax: +36 1 3911410; email: ugyfelszolgalat@naih.hu), particularly, 
if you feel the review and handling of your complaint was unsatisfactory. 

 
 

 

If you wish to read more on the subject, or you’re a member of our country’s ‘small’ 

population of lawyers or perhaps you are just working your way through the exam period to 

become one, or if you are well and truly interested in the subject, feel free to scroll down. 
 

Nevertheless, in all other case, we wish a Pleasant stay! Make yourself at home! 
 
 

 

Who we are, who is providing this policy? 
 

Akvárium Klub Üzemeltető Korlátolt Felelősségű Társaság (company headquarters: 1051 

Budapest, Erzsébet tér 12. company registration number: 01-09-182559, e-mail address: 

info@akvariumklub.hu) 
 

Akvárium Klub Üzemeltető Korlátolt Felelősségű Társaság (company headquarters:   1051 

Budapest, Erzsébet tér 12. company registration number:          01-09-275978, e-mail address: 

kaldor.mihaly@akvariumklub.hu) 
 

Akvárium Klub Üzemeltető Korlátolt Felelősségű Társaság (company headquarters:  1051 
Budapest, Erzsébet tér 12. company registration number:                              01-09-203515, e-

mail address: info@akvariumklub.hu) 
 
 

 

Laws that establish the background of our data security measures: 
 

GDPR - General Data Protection Regulation (EU) 679/2016 

Info Act - Act CXII of 2011 on Informational Self-determination and 

Freedom of Information 

Civil Code - Act V of 2013 on the Civil Code 

Act on Accounting - Act C of 2000 on Accounting 

Security Services Act - Act CXXXIII of 2005 on Security Services and the Activities of Private 

Investigators

mailto:ugyfelszolgalat@naih.hu
mailto:info@akvariumklub.hu
mailto:info@akvariumklub.hu
mailto:info@akvariumklub.hu


9  

Annexes: 
 

1   Information on the photographs and video recordings made at events and live 

broadcasts 

2   Surveillance camera system and the related balancing of interests test 

3   Information on the cookies used by our website 
 
 
 
 
 

Annex no. 1 

Information on the photographs and video recordings made at events and live broadcasts 
 

PRIVACY POLICY ON PHOTOGRAPHS, VIDEO RECORDINGS AND LIVE STREAM 

RECORDINGS MADE AT EVENTS BY THE ORGANIZER 
 

Controller name: 

Akvárium Klub Üzemeltető Korlátolt Felelősségű Társaság (company headquarters: 1051 
Budapest, 

Erzsébet tér 12. company registration number: 01-09-182559, e-mail address: 
info@akvariumklub.hu) 

 

Akvárium Gasztro Vendéglátó Korlátolt Felelősségű Társaság (company headquarters: 

1051 Budapest, Erzsébet tér 12. company registration number: 01-09-275978, e-mail 

address: 

kaldor.mihaly@akvariumklub.hu) 
 

Akvárium Klub Korlátolt Felelősségű Társaság (company headquarters: 1051 Budapest, 
Erzsébet tér 12. 

company registration number: 01-09-203515, e-mail address: info@akvariumklub.hu) 
 

(collectively as: Akvárium) 
 

We hereby inform you that the organizer of an event, Akvárium or third-party event 

organizers as the Akvárium’s business partner as Controller, may take photographs and video 

recordings, on which those attending the event may be recognizable. Video recordings and 

photographs may be published by the event’s organizer through electronic means (facebook, 

website, instagram) or in hard-copy format at their company headquarters, yet shall not be 

used for direct advertising purposes. Pursuant to Section 2:48 of Act V of 2013 on the Civil 

Code, “Recording a person’s image or voice and using such a recording shall require the 

consent of the person concerned”. 
 

 

By entering the premises of the event in full knowledge of the present information, you 

implicitly consent to the above-listed provisions. 

mailto:info@akvariumklub.hu
mailto:info@akvariumklub.hu
mailto:info@akvariumklub.hu
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purpose of  data processing:  The reinforcement of the Controller’s image and brand through 

marketing activities, the recording and publishing of artistic performances and the recording 

and use of photographs and video footage 
 

scope of processed data: data subject’s audio and visual recording 
 

legal basis of  the data processing: data subject’s consent pursuant to  Section 5 (1) a) of the 
Privacy Act and Section 2:48 (1) of Act V of 2013 on the Civil Code 

 

duration of data storage: until the data subject’s request to erasure 
 

manner of data storage: electronic 
 
 

 
2 Validation of the rights of data subjects 

 
 

 
The data subject may request information on the processing of their personal data, the 

rectification of their personal data and – with the exception of data processing ordained by 

law – the deletion of their data through the Controller’s designated contact information. 
 
 

 

Controller is obliged to forward the received request or complaint to the head of the 

organizational unit with the relevant scope of tasks and competence in relation to the data 

processing within three days of its receipt. 
 
 

 

The head of the organizational unit with the relevant scope of tasks and competence shall 

provide a written, concise response to the request related to the processing of the data 

subject’s personal data within 25 days – or 15 days in the case of practicing their right to 

object. 
 
 

 

The information provided shall extend to information pursuant to Section 15 paragraph (1) of 

the Privacy Act, insofar as informing the data subject cannot be denied due to law. 
 
 

 

In principle, the provision of information is free of charge, fees can only be charged by the 
Controller in cases outlined in Section 15 paragraph (5) of the Privacy Act. 

 
 

 
Controller may only reject requests for reasons outlined in Section 9 paragraph (1) or Section 

19 of the Privacy Act, which can only be carried out when justified by providing information 

pursuant to Section 16 paragraph (2), in writing. 
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Inaccurate data shall by rectified by the head of the organization unit processing the data – 

insofar as the necessary data and the official documents serving as proof are available – and 

for reasons described under Section 17 paragraph (2), shall take measures for the erasure of 

the processed personal data. 
 
 

 

For the duration of the evaluation of the objection of the data subject against the processing 

of their personal data – yet for no more than 5 days – the data processing shall be suspended 

by the organizational unit carrying out the processing which shall examine the validity of the 

objection, make a decision and inform the applicant pursuant to Section 21 paragraph (2) of 

the Privacy Act. 
 
 

 

Insofar as the objection is justified, the head of the organizational unit carrying out the 

processing of the data shall act in accordance with Section 21 paragraph (3) of the Privacy 

Act. 
 
 

 

Insofar as the assessment of the matter is not clear in the practicing of the data subject’s 

rights, the head of the organizational unit processing the data may request a resolution from 

the data protection representative, by sending the documents of the case and a description 

of their standpoint on the matter, who shall proceed to issue said resolution within three 

days. Controller may also reimburse the damages and pay compensation due to the 

infringement of personality rights caused by the unlawful processing of the data subject’s 

data or through the violation of the data security measures caused by the Controller or the 

data processor they employed. Controller shall be released from its liability for damages and 

the payment of compensation by proving that the damages or the violation of the personality 

rights of the data subject were due to unavoidable causes beyond the scope of data 

processing. Similarly, damages will not be paid when caused by the intentional or grossly 

negligent behavior or the injured party. 
 

You may request information on or the rectification of your personal data and – with the 

exception of data processing ordained by law – the deletion of your data through the 

Controller’s designated contact information by post or electronic means. 
 

For legal remedies or complaints, you may turn to the Hungarian National Authority for Data 

Protection and Freedom of Information (1125 Budapest, Szilágyi Erzsébet fasor 22/C.) or the 

tribunal competent for your place of residence or place of stay. 
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Annex no. 2 

Surveillance camera system and the related balancing of interests test 
 

AREA UNDER VIDEO SURVEILLANCE 
 
 

 

Akvárium Klub Üzemeltető Korlátolt Felelősségű Társaság (company headquarters: 1051 
Budapest, Erzsébet tér 12. company registration number: 01-09-182559, e-mail address: 
info@akvariumklub.hu) 

 
 
 

We kindly inform you that Akvárium operates an electronic surveillance system within its 

premises, pursuant to Section 30 paragraph (1) of Act CXXXIII of 2005 on Security Services 

and the Activities of Private Investigators. Electronic security systems record personal data 

and images and store them pursuant to the applicable legal provisions in effect. 
 

 
The purpose of the recording and storage of personal data is to ensure the safety of the site, 

the safety of Akvárium’s capital goods as well as to ensure the physical integrity of the 

individuals residing within the area under surveillance as the protection of their capital 

goods. 
 

 
The legal basis of the recording and storage of personal data is Act CXXXIII of 2005 on Security 

Services and the Activities of Private Investigators; 
 

 
The data recorded by the surveillance camera system can be accessed by: 

 
- the managing director of the company or individuals they designate to do so 

- the courts or other competent authorities, for the sake of their use in court proceedings or 

other official capacities. 
 

 
The place of the recording and storage of personal data: 1051 Budapest, Erzsébet 

tér 12. Duration of the storage of personal data: 

-    3, thus three working days from the time of their recording [legal basis: Act CXXXIII. 
of 2005 Section 31 paragraph (2)] 

- or 30, thus thirty days from the time of request, insofar as the recording was 

requested for ascertaining rights or legitimate interests, so the Company would not 

destroy said recordings [legal basis: Act CXXXIII. of 2005 

Section 31 paragraph (6)] 
 

 
 

Upon the expiry of the above-listed durations, the personal data that was recorded and 

stored shall be destroyed and erased from the system. Use of data shall include

mailto:info@akvariumklub.hu
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the use of the recorded images or other personal data as evidence in court proceedings or 

other official capacities. 
 

 
Those whose rights or legitimate interests are affected by the recordings may request 

Akvárium not to destroy or erase the data, through the certification of their legitimate 

interests. Upon the request of courts or other authorities, the recorded images or other 

personal data are to be dispatched to the court or other authorities without delay. Insofar as 

the courts or other authorities fail to file an additional request within thirty days of the 

request to forgo the destruction of the data, Akvárium will proceed to destroy or erase the 

recorded images or other personal data. 
 

 
Data subjects of the recorded and stored personal data and recordings are entitled to submit 

a written request to Akvárium’s managing director or their data protection representative 

pursuant to the provisions of the Act CXII of 2011 on Informational Self-Determination and 

Freedom of Information for information on the processing, the rectification or deletion of 

their personal data, object against their processing as well as to effect administrative and 

judicial redress in the case of the violation of their rights and claim damages. 
 
 
 
 

Balancing of interests test on the 

use of surveillance cameras 

 
 

 
Preamble 

 

Due to the application of Regulation (EU) 2016/679 of the European Parliament and of the 
Council within the area of Hungary as of 25 May 2018, which prescribes a balancing test for 
the substantiation of the Processor’s legitimate rights, the current document presents the 
following information on the surveillance camera system operated within the premises of 
Ákvárium Klub Szolgáltató Korlátolt Felelősségű Társaság, Akvárium Gasztro Vendéglátó 
Korlátolt Felelősségű Társaság and Akvárium TV Korlátolt Felelősségű Társaság (hereinafter 
collectively as:   Akvárium or Controller). 

 

 
 
 

I.        Definition of legitimate 
interests 

 

 

In relation to the cameras        installed        

in guest spaces 

-     protection of human life, 

-     the safeguarding of physical 
integrity, 

-     safeguarding the assets of data 
subjects, 

-     safeguarding the assets of the 
Controller
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II       Identification of the rights of data subjects-     image rights, 

right to privacy 
III      Balancing 

In relation to necessity 

- venue suitable for the 

accommodation of a large number 

of data subjects 

- venue exposed to inner city, high 

traffic criminal acts against human 

lives, physical integrity or property 

-     sale of alcohol within the 
premises 

- facilitating possible evacuation 

and rescue 

- ensuring the subsequent handling 

of violations, in relation to both 

data subjects and the Controller

IV      Balancing 

In relation to purpose limitation, data 

minimization and security in the 

realization of the practice of the 

rights of data subjects 

- used solely based on legitimate 

interests 

- recording solely images without 

audio 

-     storage limitation  –  erasure 

within 72 hours in lack of an incident 

- storage of data in closed networks 

- positioning of devices suitable for 

live monitoring of recordings in an 

enclosed room 

- in order to verify the violation 

against data subjects, they may 

request the suspension of 

deletion, may view the recordings 

and claim a copy of the recordings 

sufficient for the proceedings of 

the enforcement of rights 

 
 

V. Implementation                           of 

informing data subjects 

- signposting on the presence of 

cameras at all the entrances of the 

Akvárium 

- displaying information                   

on the website on the cameras
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Annex no. 3 
 

 

Information on the Cookies used by our website 
 

 

1.    What are cookies 
 

Cookies are text files. Devices download the cookies when visiting the website. Cookies are 

useful as they help websites identify the user’s device. More general information on cookies 

is available through the following websites:   www.allaboutcookies.org      or 

www.youronlinechoices.eu. 
 

Cookies have a wide range of tasks, for example, they allow users to effectively browse 

websites, remembering user settings and generally improving the user experience. They can 

also help ensure that the advertisements viewed online better suit the user’s interests. 
 
 
 

2.    Types and purpose of cookies used by our website 
 

Cookies essential for operation: These cookies are necessary for the operation of the website 

and cannot be switched off in our systems. These are usually only set for activities that can 

be interpreted as a request for a service, such as the adjustment of your privacy settings, 

login or the completion of forms. You can adjust the settings of your browser to reject or 

warn you of such cookies, yet in this case, some parts of the website will not be available. 

Such cookies contain no information suitable for personal identification. 
 

Performance cookies: These cookies allow us to calculate site visits and sources of traffic, in 

order to measure and boost the performance of our website. They help us identify the most 

or least popular parts of the website and how visitors move through the site. The data 

collected by these cookies is aggregate and anonymous. If you don’t authorize the use of 

cookies, we won’t know when you visit our site and monitor the performance of the website. 

Detailed information on Google Analytics cookies is available here: 

https://developers.google.com/analytics/devguides/collection/analyticsjs/cookie-usage 
 

Functional cookies: These cookies allow us to provide enhanced, customized functions. The 

cookies are created by us or external service providers whose services are used by the 

website. If you do not authorize such cookies, some or all or the services or functions will be 

unavailable. 
 

Marketing cookies: These cookies are created by our partners advertising through the 

website. These cookies allow such companies to create a profile of your interests and provide 

you with more relevant advertisements on other websites. They contain no information 

suitable for personal identification, yet are based on the individual identification of your 

browser and device. If you do not authorize such cookies, you will experience advertisements 

that are less suited to your interests.

http://www.allaboutcookies.org/
http://www.youronlinechoices.eu/


16  
 

 
 
 
 
 

Cookie name                                   Domain           Why it’s necessary, what can it access?        Type          Life  

 
 

 
_dc_gtm_UA-#                                           .akvariumklub.hu 

 
 
 
 

 
_dc_gtm_UA-#                                           .akvariumklub.hu 

 
 
 
 

 
_dc_gtm_UA-#                                           .akvariumklub.hu 

 
 
 
 

 
_dc_gtm_UA-#                                           .akvariumklub.hu 

 
 
 
DONEGDPRConsent 

 

DONEGDPRAlertBoxClosed 

A cookie created by Google Tag 
Manager with the purpose of 
regulating the execution of 
Google Analytics script 
 
The cookie is tied to Google 
Analytics and serves the purpose of 
the differentiation/identification of 
users, generating statistical data on 
how the user utilizes the website. 
These cookies allow us to count 
visits and traffic sources so we can 
measure and improve the 
performance of the website through 
the use of Google Analytics 
services. 
The cookie is tied to Google 
Analytics and serves the purpose of 
the differentiation/identification of 
users, generating statistical data on 
how the user utilizes the website. 
 
Cookie for storing the user’s 
cookie settings 
 
The purpose of the cookie is to 
identify the 

External, 
third party 
analytical 
cookies 
created by 
the user 
on the 
website 

External, 
third party 
analytical 
cookies 

 

External, 
third party 
analytical 
cookies 
 

External, 
third party 
analytical 
cookies 
 
 
 
Self-
generated, 
essential 

 

 
work process 
 
 
 
 

 
2 years 
 
 
 
 

 
1 minute 
 
 
 
 

 
24 hours 
 
 
 
1 month 
 

1 month

PHPSESSID .akvariumklub.hu completed operations. This 
is indispensible for performing 
functions such as ticket 
purchases. 

cookie 
 
 
 
Self-
gener
ated, 

work process

_icl_current_language                                                             A cookie monitoring the language 
settings chosen by the user 

 
CONSENT                                                 .gstatic.com           A cookie necessary for the 

operation of Google Captcha 
 
HSID 

functional 
cookie 
Indispensibl
e cookie 

2 hours 
 
 
20 years 

 
2 years

 
YSC                                                                                                                                                                           work process 

 

SID                                                                                                                                                                            2 years 
Cookies used by Google,

PREF 
 

APISID SSID 

LOGIN_INFO 

 

 
 
.youtube.com 

which are created through the 
embedding of a Youtube video. 
They collected anonymized 
data, for example, on 
video views and the plays of 
embedded videos. 

External, 
third party 
functional 
cookie 

2 years 
 

2 years 
 

2 years 
 

2 years
VISITOR_INFO1_LIVE                                                                                                                                              4 months 

 
SAPISID                                                                                                                                                                    2 years 

 

CONSENT                                                                                                                                                                 20 years
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GPS 

 
 
 
 
 
 

 
NID 

 

 
 
 
 
 
P_JAR 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 .google.com 

It registers a unique ID on your 
mobile device in order to allow for 
tracking based on the geo-
positioning of GPS coordinates 

The NID cookie used by Google 
contains a unique identifier, which 
Google uses to store user 
preferences – e.g. preferred 
language (e.g. Hungarian), the 
number of search results displayed 
(e.g. 10 or 20) or whether to turn on 
the Google SafeSearch feature – 
and other data 
.                             External, 

third 
party 

 

 
work process 
 
 
 
 
 

 
Varies, 
usually 6 
months 
 

 
 
 
 
1 month

 

CONSENT 

HSID 

APISID 

SAPISID 

SID 

SIDCC 

Cookies used by Google, 
which are created in relation to the 
forms integrated into the website 
and the embedding of Google 
Maps. Security cookies are for user 
authentication and the prevention 
of login data breaches in order to 
protect user data (e.g. the contents 
of completed forms) from 
unauthorized persons. 

generated 
indispensi
ble 

 

20 years 
 

2 years 
 

2 years 
 

2 years 
 

2 years 
 

3 months

SSID                                                                                                                                                                          2 years 

External, 
third 
party

 

_fbp 
 
 
 
 

 
fr 

 
 
 
_gat_gtag_UA_5784146_31 

 

_gid 

_ga 

sp_t 
 

sp_landing 

spot 

_gcl_au 
 

sp_ab 

 

 
 
 
.facebook.com 
 
 
 
 
 
 
 
 
 
 
 
 
 
.spotify.com 

A cookie collecting marketing 
information by Facebook. 
 

 
 
 
It forwards encrypted Facebook ID 
and browser ID to Facebook 
 
 
 
 
 
 
 
 
Cookies enabling the spotify 
player embedded in the website. 

external 
party 
marketing 
cookie 
External, 
third party 
marketing 
cookie 

External, 
third party 
analytical 
cookie 
 

 
External, 
third party 
functional 
cookie 

 

1 day 
 

 

90 day work 

process 
 

1 day 

 
2 years 

 
3 weeks 
 

1 day 
 

4 and a half 
years 
 

2 months 
 

1 month

cookieNotice                                                                                                                                                              2 months
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Cookies essential for operation 
 
 
 

 
Performance cookies 

 

 
 
 
 

Functional cookies 

Google (NID, CONSENT, 
P_JAR, HSID, APISID, 
SAPISID, SID, SIDCC, SSID) 
akvariumklub.hu saját sütijei 
(PHPSESSID, 
DONEGDPRConsent, 
DONEGDPRAlertBoxClosed, 
_icl_current_language) 

Google Analytics (_ga, _gat, 
_gid) 
Google Tag Manager 
(_dc_gtm_UA-#) 

Spotify (sp_t, sp_landing, spot, 
_gcl_au, sp_ab, cookieNotice) 
Youtube (HSID, YSC, SID, 
PREF, APISID, SSID, 
LOGIN_INFO, 
VISITOR_INFO1, _LIVE, 
SAPISID, CONSENT, GPS)

Marketing cookies                                            Facebook (fr, _fbp) 
 

 
 

3.    How to modify your cookie settings 
 

3.1. When visiting the website, the information bar at the bottom of the page shows 

the options of adjusting your default cookie settings. 
 

We also provide you with the option of only enabling some of the cookies we use. 
 
 

 

3.2. If you previously enabled the use of some of the cookies on your device, yet you wish to 

subsequently modify this decision, you have the option to erase all the previously enabled 

cookies. If you no longer wish to receive cookies, you can simply delete the cookies in your 

browser settings. In order to do so, simply follow your browser’s instructions (these are 

usually available under the “Help”, “Devices” or “Edit” menu). 

In the case of the most commonly used browsers, the menus for managing cookies include: 

Mozilla Firefox: https://support.mozilla.org/en-US/kb/delete-cookies-remove-info-websites- 
stored 

 

Google Chrome: 

https://support.google.com/chrome/answer/95647?co=GENIE.Platform%3DDesktop&hl=en 
 

Internet Explorer: https://support.microsoft.com/en-us/help/17442/windows-internet- 

explorer-delete-manage-cookies 
 
 
 

Google Analytics provides further options for unsubscribing from Google Analytics 

services: http://tools.google.com/dlpage/gaoptout?hl=en-GB.

http://tools.google.com/dlpage/gaoptout
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4. Who can you contact with any requests or complaints about our use of cookies 
 
 

 

Akvárium Klub Üzemeltető Korlátolt Felelősségű Társaság (company headquarters: 

1051 Budapest, Erzsébet tér 12. company registration number: 01-09-182559, e-

mail address: info@akvariumklub.hu) 


